
In most cases of courier fraud, a fraudster phones their victim and claims to be from
their bank, the police or other law enforcement authority. They then con the victim into
revealing their PIN and credit or debit card details.
Sadly, the most common victims of courier fraud are the elderly.

Examples of courier fraud

A scammer calls you, claiming to be from your bank or a police officer.
They tell you either that:

• A fraudulent payment has been spotted on your card that needs sorting out.

• Someone has been arrested using your details and cards.

• They’ll either ask you for your PIN or ask you to key it into your phone.

The scammer then sends a courier or taxi to pick up the card from your home.

Even the driver may not know they’re being used as part of the scam. Once the
scammer has both your card and PIN they can spend your money.

Remember:

• No bank or other legitimate service will ever ask you for your PIN.

• The police, or your bank, will never ask you to withdraw money or transfer it to a
different account.

• Report scams to Dyfed Powys Police:
https://www.dyfed-powys.police.uk/en/contact-us/report-an-incident/ or call 101


